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[MCU/SoC N&ED X F =2 U 7 4]
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77 HEICH L CoEENE L etk r BRYICHERL 72 ECETTEILTH B, AT T BLHICA vV
AP =N IR GEREE RS 57203, BERICHEINTHE 70 7 LT XTIEROLDTH S
PEMERTIILREETHSE, "—Fv 27V Va—arye LT, MaskROM % OTP (One Time
Program) 7z & OF Xz AT O N WHEIC - FRYICEEI T & a—-F2FHEAALTEE, HM D7
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HRD 72 ® O V2x (Vehicle to Everything) % %K — b 3~ % 7z ® 113, 5G [BIfE° Wi-Fi, aTiEEEERR 7 & D FisL
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&, WEKIEETICZeEThRINET Ry, BIFOA v A —Sy FAdDOEF 2V T4 WK EFEL XD
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AR 7 HENEFE > A7 2% HET 2 pEE 2 ZER LB L 2 2 D TH . Firewall ° IDS/IPS @ X
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ERELTHE, HNA Y P72 3 TH Y HEEA —F —IC L o TEEINDE DD TRV 2D,
CMAC I WL N &R IT A v b7 — 7R R — I LEANIC TN TEHEEAAL TEL & &3 —ikiy
TH 5, NEDOBEEMEFICH L Tld NEOWMEHREZ R T 2 0% H 2720, FERIICHENO F v 7 A3
OTHEIT 2 56, FRTERCII R (P LE L S REESH 2 2L TRIN D,

On-board communication IZ3KD 5N EZZE2MED I LD F —Kf v b BREEETHE Ly v Iricdx T
b, BEELEINZAAL—T v PRBERIIMECHICX > TRAEKET 2, Bz, 277V v e 7L —%
& o P EITHITE O IGHRIT A ICEES BN D 7 2 L9 FF I NT0E e BB ETH I, T4 &
ELTEELS AW EIFERLS TV, —J7 T, HEHEIRIC MKITAKWX7#6®@@T—ﬂiF%&
MBFHELTCVWELITVZ, VTARA LT =22 LT 2dDTH L7200 RiFle £ % 03
272 DR BRI 2SIt ERkI 5, _na@{w)a HNO F v 7 o
THHRMAMRICIGE T, T ZIES 2B TE DA 24 TolEsz vy v I niz b on¥
F L,

- Debug Port Security

— R IC P EAAR BT T It debug port T TEH Y, F v THNOML &R (REFEMEATY ., SRAM L
VAR) KT 7 RATHIENTE S, ZoOWRELX HEIFE A —F -2 FHAT 2HmEIIEEI LTy, —
77C OEM * Tierl, HE/HIT Y 7 b ¥V = 7HORGHPWELZ T 9 25 Tlk, FEBBOAREAS 7D
AT % A 2 72D IC BRI RCTH %, —/5. debugport ICFETH 7 7R T 2REDFT THMEI NS
L, HICEEOD 2y A =PRI E N TH AEEDBERICT 725 23T, @fgus
MR L Vo T2 BRI N TV EIHMEB L LA TE S, Z2D7®, debug port H & % HEHITICKA
IR % 2. H 213 ID FZES Challenge-Response f8iE# % CEFE I iz 2 — 4 GXal - @l
Blbo CWRFFEDRIEDR) ODBRBT /A TE S LX) ICHERMKEMME LR T T PR ETH
%o

EEOHBHERTO Ny F W Td, HECEZEMA— T 28HLZENA Y F 7 — 27 OFHRENT D
TELaVVFOEMREICHHINDZZERD S, DX ) BWERC7=0I1ciE, FERDIERD LD
TV RARTELRVWED) LD I I BT 7 v AMREHEA N R L ZMZ DLELRD 5,
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FTNTY XLERHT 256, REREGRT VT Y X L5 50 IEREERRESHEN RN TEITIN

t& LTHTaric

EABEML TS 720
%, NIST | 112-bit security (2,048-bit @ RSA % SHA-224 %) 1% 2030 ELAICHIH L 2 & 9
I WEE AR T D X S IR LTWw3 [8],
Bt TEEIIC 3,072-bit RSA % P-256 it %

A4 v LTws, CRYPTREC XX 5
PR TNTY) RLEZRED Y AT LICEWTHHLTWS
MRS 5. SHA-256 72 & D 128-bit security % {ifi 72 3 #55

{5 7=
LRERH B,

L LS TATY RLRNA—F Y 2 T7THREINTHBEEATH->TH,

CZEEPHERINE L ZEL R TIE
v TEOHIHEDKED L XY BEDOEVRCH ST LT Y XL~ BTT I MES D

L T TRV,

=T

—Ji. AV a—XDFHEE

WHAF
hLIns R

T Y X LACHATT % EHi & He S

128-bit security A LD b D% 5

BHROREHEL _VEFFR—FLTwE, 77—z T7TEFICIVFAINEZ T L) XL ICY 02
BORBHTHE, FNIVIEELATNIETCTRVDIE, F 2V T4 T —FFT27F v DR T—ETDH
FWLEEED L DPEINTVwE L, ZOHSPREAROREERDYS>DZLETHDE, TDHEF2)

F 43y P — 2RI B WT —EKER T

HEIEERIC BT,

DOYB I3 — Y ORELL LB S i

WL EMEL <A HE

CHETES B 4

IGERI N WE I ICEBET 24813 H 25 (XY v 7L — FRE)

FSARN—DBHBIEA 10 FLA L WHITEZ LI LW & Tk,
EF 2D FLICONTH X DEVLRA~DETR,

Ea AT E 2 XL EEENR I NIRRT R,

H#sH &

N—FTx

7 2% FPGA (Field Programmable Logic Array) T \WIR Y | #EINAMIEEZEH T L2 i3 TE v, B

BTNTY) AL N—F 7 2 T7RETIZBREIE LT 2 ) 74 LUV EHATIC
LTEBLZEDBETLWT T u—FTh b,

JGLTY 7F 727 TeFalTaLniiilflicds o

CHHR—F L, HohoBEIc
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% 1 Crypto Agility (from CRYPTREC [8])

| [2030  [2031-2040 [2041-2050 |2051-2060 | 2061-2070

112-bit Encrypt/Sign | __ Unavailable

: ' Transition Unavailable  Unavailable  Unavailable
Secunty Decrypt/Verify ‘ Lk iQ Permit € - avallal abiC

128-bit Encrypt/Sign

S, Unavailable -
security : Transition ) Unavailable
Decrypt/Verify ‘ Permit
192-bit Encrypt/Sign
seciilly Decrypt/Verify
256-bit Encrypt/Sign
securty Decrypt/Verify

- Post-Quantum security

EFEZHICHKEL TV IETFI VY2 — XN L TCOlSOREMHIE, PCR2Z 7V FF - ol
IV 2 — X THICEHEi X 415, RSA CHEMHMARIG 5 & v o 2 AFARERE 51, oy R EHRRET) A3 b
STWEETFIVE2—XEHAWELRBICHS LB TE %, NIST RINETFLXEW%2H T 5 AHERS
DML T m Y = 7 P ZFTLCE Y, BIRES CIIOBHERTS 7 & LT Kyber, ETEXL TR E LT
Dilithium, FALCON, SPHINCS+2%&5E X T\ % [9], NIST i3k b DFEET VI X LD iei&ft:
BRARE X772 %IC, FIPS F¥a A v b e L TR b Z#ED 2 77 v 2L TTw5b, 207k®, kil

D" Crypto Agility” & (3710, TNMETREWEZEE L CARRNES T 2@ &1 2 2 L 25HH L Tk <
eI N D, X0 R AR RS IcBY 2 E [0l 2B Bo C &,

OB S 2, AHERS LREAVETI V2 — R Lo TSRO N DI TIER Y, 20DV IC
ARKOEHI Y2 — XATOREME L L TREEL XA PESIUET 75, flzid7ey 75755
X AES-128 Tid7e < AES-256 % &R L. v v 2 B%7: & 1¥ SHA-256 Tld7x < SHA-512 ;& RI N 5 X
IEET LI ENET L, NS XV IZ 0k ) AEHOFEE IRV EHEllI NG, 2 Td i

B, ZO0PTHEVEF 2 )T AL _VDObDEENT 2MEEIH 570, —EDY 7 7 =7 OEFITL
T DTHAI,

N—F 27X vs. V7 bUTHEKE

V7P zT7HREID I A= F Y 2 TxRAEET ZRERICOVTIE, ERETRTOEF 2 ) 7 1 1SR
DEANCH LEB R ETH Y, KFT 4 b=~ —ThHHloEEL LTz ticT 3, PCrY¥—
AN XS KN EFIHY — v Tli, HERIEKR D Root-of-Trust £ 75 7 — FICDHE N—F T =2TFal
TAREHAL, 20— A F 2 ) F4ICOWTIREINEFNOMEIC X > CHEICHEZEIRTE 3
X9V 7 b 2T TS 2 BMERMTH B, N DRWEEREREED 70 27 L EEL T LIFIEFICHEL W»
(AN=Fv 2T/ 7 2T . A= FU 2 TEARZICEBETERANI L2, —BRAEDIEEKT
I —F Y 2 TRRED A7 ORFEME RIS THERH L, Jin—Y 7 by = THICEsaErRor o7z &
LCh, HHFI 7077 LIk >TY A2 DIRBUIRIRETH 5,
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— T, BEOHGERBEETCOAFHEIN, 22V 7 Y 2T DATIIRD &N BIERECIELEA 72 X L7k
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[1] https://www.evita-project.org/

[2] https://www.renesas.com/jp/ja/blogs/introduction-about-secure-boot-automotive-mcu-rh850-and-soc-r-car-
achieve-root-trust-1

[3] https://www.autosar.org/fleadmin/standards/R22-11/FO/AUTOSAR TR SecureHardwareExtensions.pdf

[4] https://csrc.nist.gov/publications/detail/sp/800-90a/rev-1/final

[5] https://csrc.nist.gov/publications/detail/sp/800-90b/final
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[6] https://www.bsi.bund.de/EN/Themen/Unternehmen-und-Organisationen/Informationen-und-
Empfehlungen/Kryptografie/Zufallszahlengenerator/zufallszahlengenerator _node.html

[7] https://csrc.nist.gov/publications/detail/sp/800-22/rev-1a/final

[8] https://www.cryptrec.go.jp/report/cryptrec-gl-3004-1.0.pdf

[9] https://csre.nist.gov/projects/post-quantum-cryptography

[10] https://www.renesas.com/jp/ja/document/whp/latest-trends-post-guantum-cryptography?r=1601456
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